1. Does your organisation follow a particular risk management methodology and/or standard (e.g., ISO 27000, ISO 31000, etc.)? If so, which risk management methodology and/or standard does your organisation use?

Response: Our risk management strategy is based around "A Risk Management Standard", a standard created jointly by the Institute of Risk Management (the IRM), The Association of Insurance and Risk Managers (AIRMIC) and Alarm (The Public Risk Management Association).

2. Does your organisation follow a particular project management methodology and/or standard (e.g., PMBOK, PRINCE2, etc.)? If so, which project management methodology and/or standard does your organisation use?

Response: We currently follow a methodology called ‘SPRUCE’ which is based on PRINCE2.

3. Does your organisation currently take account of privacy risks in the context of its overall risk and/or project management process?

Response: Yes

4. Does your organisation perform privacy impact assessment (PIA) and, if so, how many PIAs have you done so far?

Response: Yes. The number of PIAs are not recorded therefore we do not hold this information.

5. If not, do you think it would be possible to include PIA as part of your organisation's overall risk and/or project management process?

Response: N/A

6. If relevant to your organisation, is there any collaboration between the risk manager or project manager and the data protection officer regarding privacy risk management?

Response: We do not hold this information. Project managers are encouraged to seek the advice of the Information Management Team Manager before conducting any processing of personal data.